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Dear Customer:

Thank you for your order. You have purchased a quality Intellec
Microcomputer Development System upgrade designed to prcvide an
efficient software development work station on your NDS-II.

Your new ISIS Cluster Board will work with Series II, Series III,
Series IV or Model 800 development systems. Before installing your
cluster board, please read the iMDX 581 Installation, Operation, and
Service Manual (#122293) packaged with your board.

The NDS-1I1 ISIS-(C) User's Guide Supplement (#122098), is also
included with your cluster board. This manual provides operating
instructions for any ISIS Cluster work station, regardless of the type
of host system in which the Cluster Board resides. Likewise, the
Product Release Notes in this package apply to all ISIS Cluster work
stations.

We believe that this ISIS Cluster board is a reliable product which
will provide trouble free operation. However, if you should
experience any difficulties, call the nearest Intel Service Center.

If you have any questions, call your local Intel Sales Office. Intel
offers a comprehensive network of support services, including a world-
wide maintenance force of customer engineers, regional product
specialists, and factory support experts. In addition, training
classes on a wide variety of development tools are offered in the

, Europe and Japan.

u.s
incerely,
KZ,E/ZM//

Pablo R. .odri
General
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James T. Kirk
Typewritten Text
ISIS-MDS.COM
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-lntel product

release
notes

The following terminals have been tested and found to be interface
compatible with the ISIS Cluster Board; configuration files are
provided for these terminals. Customers are advised to select
terminals to meet their own special environmental specifications.

Hazeltine, Model 1510
Televideo, Model 910+, 925, 950
Lear Seigler, Model ADM 3A

Adds Viewpoint, Model 3A+

Qume, Model 102

ISIS Cluster Board Power Consumption

The iMCY-E81 power requirement us +5VDC @ 4.5A maximum; typical
power consumption is +5VDC @ 2.6A

DJC and iNDX r2.8

Special instructions for using DJC and ISIS with iNDX r2.8 can
be found in ISIS-III(N)/III(C? Product Release Notes (#121940).
This document is shipped with the iMDX-455 Work Station Upgrade
Kit, the iMDX-450 Network Resource Manager, and the iMDX-45C-U28
NDX-II Software Update.
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PREFACE

The NDS-II ISIS-111(C) User’s Guide provides operating instructions unique to the
ISIS-III(C) operating system on a Network Development System-II (NDS-II).
ISIS-III(C) executes on a Series IV, Series 111, Series II, and Model 800 Cluster
workstation. This manual assumes that you

»  Have read the NDS-II Network Development System Overview (121761).
*  Understand how to use the Intellec Microcomputer Development System Host.

* Have read the Intellec® Series IV Operating and Programming Guide (121753)
for Series IV workstations, the Intellec® Series III Microcomputer Development
System Console Operating Instructions (121609) for Series I1I workstations, or
the ISIS-1I User’'s Guide (9800306) for Series IT or Model 800 workstations.

*  Have read the NDS-II ISIS-III{N) User's Guide (121765) for information on
the ISIS-ITI(N) operating system for Series III, Series 11, and Model 800 host
workstations.

For installation and service information for Series IV Cluster workstations refer to
the Series IV iMDX 580/582 ISIS Cluster Board Package Installation, Operation,
and Service Manual (134650). iMDX 580 ISIS Cluster Board Package Installation,
Operation, and Service Manual (122100) provides installation and service informa-
tion for Series III, Series II, and Model 800 Cluster workstations.

System operation requires version 2.2 or later of the ISIS-III(C) operating system
software.

This manual contains seven chapters and three appendixes:
e Chapter 1, “Overview,” profiles the NDS-II ISIS Cluster workstation.

e Chapter 2, “NDS-II Directory Structure,” describes the NDS-II distributed file
system and how it differs from the ISIS file structure.

e Chapter 3, “Guidelines for Creating and Maintaining NDS-II Files,” offers
guidelines and suggestions for establishing and tailoring directory trees to a
particular application or project using the NDS-II file structure.

e Chapter 4, “Cluster Workstation Commands,” defines and provides examples of
Cluster workstation commands necessary to access the network.

»  Chapter 5, “Cluster Workstation System Calls,” describes the changes to exist-
ing ISIS system calls and new system calls designed to take advantage of the
network capabilities.

e Chapter 6, “System Considerations,” offers suggestions to improve system
performance.

e Chapter 7, “Error Messages,” lists and explains all new ISIS-III(C) error
messages and indicates appropriate user action.

» Appendix A, “Summary of Error Messages,” lists all error codes and messages
issued by ISIS-ITI(C).

o Appendix B, “Summary of ISIS-III(C) Command Syntax,” lists ISIS-III(C)
commands and their syntax alphabetically.

o Appendix C, “Summary of ISIS-III(C) Devices,” lists the network devices that
are supported by the ISIS-III(C) operating system.
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Related Publications

For more information on the NDS-II Network Development System refer to the
following manuals:

e NDS-II Network Development System Overview (121761)
e NDS-II Network Resource Manager User’s Guide (134300)

* IMDX 455 Network Workstation Upgrade Kit Installation and Checkout Manual
(121882)

For installation and service information for a Series IV Cluster workstation refer to
the following:

o Series IV iMDX 580/582 ISIS Cluster Board Package Installation,
Operation, and Service Manual (134650)

For installation and service information for a Series III, Series II, or Model 800
Cluster workstation refer to the following:

e IMDX 580 ISIS Cluster Board Package Installation, Operation, and Service
Manual (122100)

For more information on the ISIS-III(N) operating system for a Series I11, Series II,
or Model 800 host operating system refer to the following:

e NDS-II ISIS-III(N) User’s Guide (121765)

For information on a Series IV workstation refer to the following:

o Intellec® Series IV Microcomputer Development System Overview (121752)
o Intellec® Series IV Operating and Programming Guide (121753)

o [Intellec® Series IV ISIS-1V User’s Guide (121880)

For information on a Series I1I workstation refer to the following:

o Intellec® Series III Microcomputer Development System Product Overview
(121565)

o Intellec® Series III Microcomputer Development System Console Operating
Instructions (121609)

e Intellec® Series III Microcomputer Development System Programmer’s Refer-
ence Manual (121618)

o [SIS-II User’'s Guide (9800306)

For more information on Series II or Model 800 workstations refer to the following:
o ISIS-II User’s Guide (9800306)

Notational Conventions

UPPERCASE Characters shown in uppercase must be entered in the order
shown. You may enter the characters in uppercase or
lowercase.

italic Italic indicates a meta symbol that may be replaced with an

item that fulfills the rules for that symbol. The actual symbol
may be any of the following:

directory-name Is that portion of a pathname that acts as a file locator by
identifying the device and/or directory containing the
filename.
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filename

pathname

Vx.y

punctuation

<cr)d

Is a valid name for the part of a pathname that names a file.

Is a valid designation for a file; in its entirety, it consists of a
directory and a filename.

Is a generic label placed on sample listings where the version
number of the product that produced the listing would
actually be printed.

Brackets indicate optional arguments or parameters.

One and only one of the enclosed entries must be selected
unless the field is also surrounded by brackets, in which case
it is optional.

At least one of the enclosed items must be selected unless the
field is also surrounded by brackets, in which case it is
optional. The items may be used in any order unless other-
wise noted.

Ellipses indicate that the preceding argument or parameter
may be repeated.

Punctuation other than ellipses, braces, and brackets must be
entered as shown. For example, the punctuation shown in the
following command must be entered:

SUBMIT PLMBB(PROGA,SRC,'9 SEPT 81°)

In interactive examples, user input lines are printed in white
on black to differentiate them from system output.

Indicates a carriage return.
Shading in Chapters 4 and 5 highlights the important differ-

ences between ISIS-III(C) software and previous versions of
ISIS-II.
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CHAPTER 1
OVERVIEW

This chapter provides an overview of the Network Development System-II (NDS-II),
describes the functions of the Cluster workstation and the ISIS-III(C) operating
system, and explains the principal features of the Network.

The NDS-Il Network

The NDS-II is an Ethernet-based interconnection of development systems. This
connection allows multiple users to share concurrent access to a central hard disk(s),
public workstations, and an optional spooled line printer. The NDS-II Network offers
a remote network hard disk sub-system.

For more information on the NDS-II Network, see the NDS-II Network Develop-
ment System Overview (121761).

The NDS-Il Workstation
Cluster Workstation

An ISIS Cluster workstation is a user-supplied terminal that functions as a develop-
ment system by using the resources of the NRM and the Cluster processor board.
The Cluster workstation must be connected to an Intellec development system that
acts as its “host.” The Cluster workstation and the host communicate through the
iMDX 580 ISIS Cluster Board that resides in the cardcage or an expansion chassis
of the host.

Communication Controller Boards that reside in the NRM ana the host enable the
host and the Cluster workstation to communicate with the NRM.

The development system workstations are connected to the NRM via the Intellink
Communications Module (see Figure 1-1). The development system workstations also
can be connected to the Network via an Ethernet cable. A single transceiver connects
the Intellink Communications Module to the Ethernet cable (see Figure 1-2).

The ISIS-ITI(C) operating system enables the Cluster workstation to logically connect
to the NRM. After the Cluster workstation successfully boots off of the host,
ISIS-III(C) is invoked at the Cluster workstation. ISIS-III(C) allows the Cluster
workstation to function as a development system on the Network. ISIS-ITI{C) allows
the Cluster workstation to access the following network resources:

e Network-based hierarchical file system compatible with ISIS format

e Controlled access to the network file system through user identification and
verification

o Distributed job control (DJC) that allows user-specified batch jobs to be executed
on idle development systems that have been made public with the IMPORT
command

e Access to a network line printer queue (:SP:)
e A utility to monitor the network communication system

The user at the Cluster workstation does not have access to local files or monitor
DEBUG facilities.

1-1
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Figure 1-1. NDS-II Network Development System Using an
Intellink™ Communications Module 122098-1
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Host Workstation

Series IV, Series III, Series II, and Model 800 Intellec development systems can
function as ISIS Cluster hosts. Series IV host workstations operate under the iNDX
operating system. Series 11, II, and Model 800 host workstations execute under the
ISIS-III(N) operating system. All Cluster workstations operate under the ISIS-III(C)
operating system.

The iNDX and ISIS-III(N) operating systems enable all network workstations to
access shared network files, the network line printer, and distributed job control.

For any tasks that do not require network resources, the host workstation functions
as a standalone development system even when the Cluster workstations are logically
connected to the Network. When network resources are required, the host worksta-
tion can be logged on to the Network. While logically connected to the Network, the
host operates as a standard development system.

NDS-Il Terminology

The NDS-II Network Development System Overview (121761) has a complete
glossary of NDS-II terminology. A more detailed description of some terms frequently
encountered in ISIS-ITI(C) follows.

Hardware

The iMDX 455 Ethernet Workstation Upgrade Kit Installation and Checkout Manual
(121882) describes the hardware connection of the host development system worksta-
tion and the NRM.

The iMDX 580 ISIS Cluster Board Package Installation, Operation, and Service
Manual (122100) describes the hardware connection of the Cluster board and the
ISIS-III(N) host workstation.

For installation and service information for a Series IV Cluster workstation refer to
Series IV iMDX 580/582 ISIS Cluster Board Package Installation, Operation, and
Service Manual (134650).

Communications Controller Board Set

The NDS-II Communications Controller Board Set, located in the development system
workstation, and the Network Resource Manager enable all of the workstations to
communicate with each other through the Intellink Communications Module.

Intellink™ Communications Module

The Intellink Communications Module is a self-contained hardware box that provides
an Ethernet compatible interconnection. It supports collision detect, 10 Mbps opera-
tion, and has an independent power supply. It can be used as a standalone system or
it can be connected to a full network.

Files and Directories

The distributed file system of NDS-II introduces several ways to describe network
files. These new terms are defined as follows.

Overview

1-3
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Data Files

A data file can contain only data.

Directory Files

A directory file is a logical collection of files stored on a disk. A directory file may
contain data files or other directory files.

Local Files

Local files, data and directory, reside on the flexible disks located in the flexible disk
drives local to a development system workstation. [SIS Cluster workstations can not
access local files.

Private Files

A private file is any local or remote file accessible only to the file owner.

Public Files

A public file is any remote file that is accessible to the owner and any other network
users.

Remote Files

Remote data and directory files reside in the public network file system at the Network
Resource Manager. Only remote files are accessible to an ISIS Cluster workstation.

Shared Files

Shared files reside only in the public file system. All shared files in a directory must
have unique names. The pathname to the directory always uniquely defines the direc-
tory and any shared file in the system. Any shared file within a directory can be
declared accessible to the other network users by setting the appropriate access
switches. (See Chapter 4 of this manual.)

Hierarchical File Structure

The NDS-II public file structure is a hierarchical (or inverted tree) file structure. It
can contain more than one directory and many data files. Chapters 2 and 3 describe
the hierarchical file structure in more detail.

Remote Job Execution

The NDS-II distributed job control (DJC) allows jobs to be submitted from any
network workstation and executed remotely at a development system workstation.
The NRM uses job queues to control the remote job execution. The NRM recognizes
two types of workstations: private and public.

Overview
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Private Workstation

A private workstation is a workstation that is logged on to the Network and that
executes its own jobs exclusively. It can also send jobs to the NRM and have them
executed by other workstations. ISIS Cluster workstations are always private.

Public Workstation

A public workstation is a workstation that is logged on to the network and that
executes jobs sent from job queues by the Network Resource Manager. Any idle
development system workstation can be declared public with the IMPORT command.
ISIS Cluster workstations cannot be made public. A public workstation accepts jobs
from the NRM only. It cannot send jobs to the NRM. See Chapter 4 of this manual.

Job Queues

Job queues can be created or deleted with the QUEUE command. See Chapter 4.

Network Access

The host operating system of a Series IV development system is iINDX. The iNDX
operating system enables the ISIS-ITII(C) users at Series IV Cluster workstations to
access the network.

ISIS-III(N) is the operating system that provides Series III, Series II, and Model
800 workstations with an ISIS environment and network access. The ISIS-III(N)
software enables ISIS-III(C) users at Series III, Series II, and Model 800 Cluster
workstations to access such network resources as NRM files, a network line printer,
and distributed job control.

Device Access

Appendix C lists the network devices that are accessible from a Cluster workstation.
Local devices cannot be accessed from a Cluster workstation.

File Access

The ASSIGN command allows you to access remote files using ISIS pathnames.
ASSIGN allows you to represent a network directory pathname with a directory
identifier. See Chapter 4 for a detailed description of the capabilities and restrictions
of the ASSIGN command.

Software Preparation

The Series IV iMDX 580/582 ISIS Cluster Board Package Installation, Operation,
and Service Manual describes the software installation procedure (e.g., copying the
directory file ISIS.SYS to the NRM’s system drive) necessary for supporting a Series
IV ISIS Cluster workstation on the network. For information on software installation
for supporting a Series I11I, Series II, or Model 800 ISIS Cluster workstation on the
network (e.g., copying ISIS-III(N) files from the host to the NRM) refer to the
iMDX 580 ISIS Cluster Board Package Installation, Operation, and Service Manual.
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Logging On

To access network directories or network devices the user must be identified to the
Network Resource Manager. The logging on process logically connects any network
workstation to the Network Resource Manager and allows access to the network file
system.

Before the user can log on at a Cluster workstation, ISIS-III(C) must be initialized.
To initialize the Series IV host operating system (iNDX) power up the Series IV, or
press the reset button. To initialize the host operating system ISIS-III(N) at a Series
III, Series 11, or Model 800, power up the development system and disk drives, insert
the ISIS-III(N)/III(C) system disk into drive 0, and press reset at the host. The ISIS
Cluster configuration and the results of the firmware diagnostics appear at the host
(see Figure 1-3).

In Figure 1-3 one of the Cluster workstations is currently disconnected, and the low
RAM test failed on the E Cluster workstation. If a diagnostic is not passed, the failure
is flagged on the screen of the host (¥*F**),

If board E fails, the whole Cluster set is impacted. When such a failure is
flagged (e.g., **F**), it is recommended that you immediately replace board
E. If board E is disconnected, the Cluster set will not function.
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After the Cluster configuration and diagnostic results appear, the following sign-on
prompt appears at the host:

system-id
system prompt

where
system-id is INDX’s sign-on message at a Series I'V host.

is ISIS-III(N)’s sign-on message at a Series III, Series II, or
Model 800 host.

system prompt is a right angle bracket ( » ) for the iNDX operating system
host.

is a hyphen (-) for the ISIS-III(N) operating system host.

At the Cluster workstation, the following ISIS-III(C) sign-on message and LOGON
prompt appear:

ISIS CLUSTER BOODT Vxy
Copyright years) Intel Corporation

ISIS I11CC) Vxy
PLEASE LOGON
USERNAME -

If ISIS-III(C) is not successfully initialized after pressing the RESET button at the
host, an ISIS Cluster error message appears on the screen of the Cluster workstation.
For example,

LOW RAM TEST (0-32K) --FAILED

Entering Commands

You can enter a command at the host whenever the command level prompt is
displayed. Refer to the NDS-II ISIS-I1I(N) User’s Guide (121765) for details on
ISIS-III(N) commands. For more information on iNDX commands refer to the
Intellec® Series IV Operating and Programming Guide (121753).

After a successful bootstrap at the host of the ISIS-ITI(C) operating system, the
ISIS-III(C) sign-on message and LOGON prompt appear. You can enter a command
at the Cluster workstation whenever the ISIS-III(C) prompt is displayed and you
have logged on.

Each ISIS-III(C) command is entered as a command line and must be terminated
by a carriage return or a line feed. Pressing the RETURN key after entering a
command line automatically enters a line feed. See Chapter 4 of this manual for
more details on the ISIS-III(C) commands.

Logging Off

The LOGOFF command logically disconnects any workstation from the Network
Resource Manager. See Chapter 4 for the LOGOFF command.
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Superuser

Superuser is a username assigned to the person designated as the network adminis-
trator. Certain commands can only be entered by the Superuser at the NRM
terminal.

Username and Password

The username/password combination enables a user to access the NDS-II network
resources. Usernames and passwords can be added or deleted by the Superuser at the
Network Resource Manager. See the NDS-II Network Resource Manager User’s
Guide (121883) for more information.






CHAPTER 2
NDS-Il DIRECTORY STRUCTURE

This chapter describes the NDS-II distributed file system and the differences between
it and the ISIS file structure. The NDS-II distributed file system offers a hierarchical
file structure that provides:

e Multiple user access to shared network data and directory files
e Owner controlled access (World and Owner) to the network files
e A list of files that reside in the network directories

e The ability to create new directory and data files while other users are accessing
the network files

*  Flexibility in file maintenance

e An archiving facility for files stored on the shared disk

e Time and date stamping of network files at the NRM

*  Optional cartridge tape backup of network files at the NRM

In previous versions of ISIS-II, files and collections of files were tied to the media
(disk) and the disk drive (physical device) where the files were stored. Because they
were tied, the terms disk, directory, directory identifier, logical device name, physical
device name, and disk drive were functionally identical and could be used
interchangeably.

The additional functionality of the NDS-II network requires redefinition of those
terms. In this manual, the terms are used as follows:

*  Disk—the media where directories of files can be stored
» Directory—a logical collection of files stored on a disk
o Directory Name—a user-specified label for a directory (SYSTEM.DSK)

o Directory Identifier—a label (:Fn:) that can be used to represent a network
directory pathname (/WINCHI.VOL/PROJA.DIR) or another directory
identifier (:F3:)

»  Disk Drive—a machine used to access a directory stored on a disk

*  Physical Device Name—a label assigned to a physical device (line printer, drive
1, console). ISIS Cluster users cannot access physical devices directly.

e Logical Device Name—a label (:BB:, :CO:) assigned to a logical device (byte
bucket, console output)

NOTE

A username, password, or remote directory name that has special
characters can be used in ISIS-ITI(C) if the special characters are
enclosed within apostrophes. The apostrophes literalize characters
that are not usable normally in the ISIS environment.

A directory identifier may be assigned to a network directory pathname or another
directory identifier. The default values for the directory identifier name assignments
are listed under the ASSIGN command in Chapter 4. These directory identifiers can
be altered with the ASSIGN command.
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ISIS-ll File Structure

The ISIS-II directory is based on a flat directory structure with one directory per
disk (see Figure 2-1).

To access FILEB.EXT, you must enter :FI:FILEB.EXT. Every directory has one
identifier (:Fn:) and every file within the directory is a data file. Each disk or volume
can contain only one directory.

NDS-II File Structure

The NDS-II file structure is a hierarchical (or inverted tree) file structure. It can
contain more than one directory file and many data files (see Figure 2-2).

The Superuser names the volumes and assigns access rights to these volumes. (See
the NDS-II Network Resource Manager User’s Guide.)

Types of Files

Each volume can contain as many files (directory or data) as available storage will
allow. A directory file may contain other directory files or data files. Data files contain
only data. A data file cannot contain a directory file.

User File Protection

All remote network files in the hierarchical file structure have Owner, World, and
Superuser Access Rights that are controlled by access switches. These switches can
be controlled (turned on and off) with the ACCESS command described in
Chapter 4 of this manual.

All files of an ISIS Cluster workstation are remote.

Pathnames

The files (data and directory) can be traced down through the file structure by a
pathname. The pathname identifies every volume and directory from the logical system
root to the data file. The pathname for the file pointed to by the arrow in Figure 2-2
is /WINCH1.VOL/DIRB/FILE3.EXT.

:F1:MYDISK.SYS

FILEA.EXT FILEB.EXT FILEC.EXT FILED.EXT

Figure 2-1. ISIS Directory Structure 121765-2
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— The pathname /WINCH!.VOL/DIRB/FILE3.EXT is a fully qualified pathname
because the slash (/) acts as a delimiter between the names of the volume and the
directories in the path along the “branches” of the “tree.”

Accessing a File

A workstation using ISIS-III(C) cannot directly access tree structured directory files.
The ASSIGN command assigns directory identifiers to the pathnames. (See the
ASSIGN command description in Chapter 4 of this manual.)

To access the FILE3.EXT in Figure 2-2, you must assign a directory identifier (:Fn:)
to the fully qualified pathname of the directory with the ASSIGN command.

-ASSIGN 1 70 /WINCH1.VOL/DIRB«<cr>

The pathname for this file is now :F1:FILE3.EXT.

Creating Directories

To create a new directory in the hierarchical tree structure, use the CREATE
command described in Chapter 4 of this manual. The CREATE command allows
users to add new directory files to existing directory files by specifying either the fully
qualified pathname (naming all of the branches of the tree) or the directory identifier
assigned to the existing directory file.
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CHAPTER 3
GUIDELINES FOR CREATING AND
MAINTAINING NDS-Il FILES

This chapter offers guidelines that will help you take advantage of the versatility and
flexibility of the NDS-II distributed file system.

Directory Maintenance Guidelines

Guidelines you can use to create and maintain your directory and data files:

1. Minimize the number of directories in each volume by subdividing the directories
by project and function.

2. Keep all “system files” in one directory file.
Create a separate directory of directory files for individual user “miscellaneous
files.”

The model in Figure 3-1 illustrates a typical development environment.

Logical System Root

The top of the diagram in Figure 3-1 represents the logical system root of the
NDS-II distributed file system. This root is where all volumes are connected together.
You cannot add data or directory files to the logical system root.

The root stores directory information for all volumes in the NDS-II system.

Volumes

Volumes can be configured during the System Generation process (see the NDS-I1
Network Resource Manager User’s Guide). The volumes can be changed dynami-
cally whenever the system is in operation. A volume can contain directory or data
files. In this model, one of the volumes, WINCH1.VOL, corresponds to the Winches-
ter disk at the Network Resource Manager.

Directory Files

Directory files reside within each volume. Directory files can contain other directory
files or data files. Figure 3-1 shows a volume (WINCHI1.VOL) with six directory
files, ISIS.SYS, PROJB.DIR, PROJA.DIR, JOHN.DIR, SHEILA.DIR, and
LEE.DIR.

The ISIS.SYS directory file contains all the files that a programmer would normally

look for in a default directory:

e System files (basic system files ISISC.BIN, ISIS.CLI, ISIS.OVO0, ISIS.OV],
ISIS.OV2)

e Command programs (COPY, RENAME, DIR, etc.)

o Text editors (CREDIT, AEDIT)

e Compilers & Translators (PASC86.86, PLM86.86, ASM86.86, FORT86.86, etc.)
e Linkers and Locators (LINK86, LOC86)

¢ Other tools

e Latest stable version of your prototype software

3-1
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The Superuser owns the ISIS.SYS directory file. The World access rights are READ
only to prevent accidental modification or deletion by system users.

Each project directory, PROJA.DIR and PROJB.DIR, contains directories that
subdivide the project into phases or sections, depending on the application. Figure
3-1 shows four directories:

e PHASEIL.DIR—contains various stages of prototype software and all .SRC, .LST,
.OBJ and other work files related to this phase of the project.

¢ PHASE2.DIR—similar to PHASEIL.DIR, except that this directory is further
subdivided for programmer convenience.

«  BACKUP.DIR—stores backup copies of all relevant files related to the project.

 TEST.DIR——contains separate directories of tests for various aspects of the
project. These directories each contain individual test files.

The directory files listed can be controlled, as needed, by individual programmers.

The last directory files in this example, JOHN.DIR, SHEILA.DIR and LEE.DIR,
are assigned to individuals:

e« name.DIR—each person on the Network has a directory that can be further
subdivided into directory files or that can be used to store status reports, memos,
trip reports and other miscellaneous work that is not directly related to the project.

Home Directory

A unique home directory can be assigned to each user when the Superuser defines
the user. See the NDS-II Network Resource Manager User’s Guide for more details
on assigning home directories.

For convenience, a SUBMIT file called ISIS.INI can be created in the home direc-
tory of the user. Commands in ISIS.INI will be executed automatically at LOGON
time. Consequently, directory identifier assignments to commonly used pathnames
can be set up automatically without user involvement at LOGON. A maximum of
ten devices (:FO: to :F9:) can be assigned.

Using the Network

1. To access the files on the Network you must

»  Use a valid username/password combination to log on
e Know the name of the volume or directory you want to access

e Have access rights to the directory and data files you will be working with

The Superuser of the system is the source of this information. (See the NDS-II
Network Resource Manager User’s Guide.)

2. With the information listed in number one, you can log on the Network using
the LOGON command (see Chapter 4 of this manual).
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3. To access the network directory files, you must assign directory identifiers to the
directory names. Using Figure 3-1, assume you will be working in the
PROJA.DIR and the PHASE].DIR.

a. The default device :FO: is automatically assigned to the directory file
ISIS.SYS at LOGON time. This assignment allows you to drop the direc-
tory prefix for commands, compilers, etc., that reside in :FO:.

b. Assign the directory identifier :F1: to the project directory file PROJA.DIR
by typing the following:
-ASSIGN :F1: TO /WINCH1.VOL/PROJA.DIR<cr)

c. Assign the directory identifier :F2: to the directory PHASE1.DIR by typing
the following:

-ASSIGN :F2: TO /WINCH1.VOL/PROJA.DIR/PHASE1.DIR<cr)
or
-ASSIGN :F2: TO :F1:PHASE1.DIR<cr>

4. Use the ACCESS command (see Chapter 4 of this manual) to control World
access rights to your directory files and data files.

5. Create new directory files with the CREATE command (see Chapter 4 of this
manual).

NOTE

Storage capacity is the only restriction on the number of directory
or data files the hierarchical structure will support. Any number of
directory files can be “branched” horizontally and vertically.
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CHAPTER 4
CLUSTER WORKSTATION COMMANDS

This chapter describes:
¢ The differences between the ISIS-III(C) and the ISIS-III(N) operating systems
»  The differences between the ISIS-III(C) and the ISIS-II operating systems

e New ISIS-III(C) commands associated with the NDS-II network (ACCESS,
ASSIGN, CANCEL, CREATE, EXPORT, LOGON, LOGOFF, QUEUE,
REMOVE, SPACE, SYSTAT, VERS, and WHO).

e The changes to the existing standalone ISIS commands (ATTRIB, COPY,
DELETE, DIR, RENAME, and SUBMIT).

The commands of the NDS-II Cluster workstation operate under the ISIS-III(C)
operating system. ISIS-ITI(C) logically connects the Cluster board to the Network
Resource Manager. After a successful bootstrap at the host, ISIS-III(C) allows the
Cluster workstation to operate as an independent development station with access to
network resources such as shared disk storage and the shared line printer. See
Chapter 1 for more details on the bootstrap procedure for a Cluster workstation.

The ISIS-III(C) software uses the commands and error messages described in the
Intellec® Series I11 Microcomputer Development System Console Operating Instruc-
tions (121608) or in the ISIS-I1I User's Guide (9800306). (ISIS-III(C) error codes
are listed in Appendix A of this manual.)

Differences Between ISIS-lII(C) and ISIS-IlII(N)
Operating Systems

All ISIS-ITI(C) operating system files are remote.

Differences Between ISIS-lII(C) and ISIS-II
Operating Systems
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Directory Structure

The ISIS-II directory is based on a flat directory structure with one directory per
disk, as described in Chapter 2 of this manual.

To access the file FILEB.EXT using ISIS-ITI(C) you must type :Fn:FILEB.EXT.
Every directory has one name (:Fn:) and every file within the directory is a data file.
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Command Categories

Five command categories are described in this chapter.

e Directory Maintenance Commands
File Maintenance Commands
+ 8080/8085 Program Execution Commands

NOTE

NDS-II ISIS-III(C)
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The command descriptions appear in alphabetical order.
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File Maintenance Commands

e e B, w0
ATTRIB Changes and/or displays the write-protect attribute(s) of a file
COPY Copies a file from one directory to another
DELETE Removes references to a file from the directory and frees disk

storage space associated with that file

DIR Displays the names of, and information about, the data and
directory files listed within a directory

RENAME Changes the name of a file
DR a1 LA R
. I n A« u o
SR T

Wild-Card Filenames

. o L Caas —~ wmd .. _
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Either of two special wild-card characters can replace some or all of the characters
in a name or extension. The wild-card characters match anything when the system
searches a directory for a filename.

The two wild-card characters are
e An asterisk (*) to specify a wild-card match to any number of characters

e A question mark (?) to specify a wild-card match to a single character

Cluster Workstation Commands
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Asterisks specify a wild-card match to any name and/or any extension in the direc-
tory. For example,

e ABC.*—means match any filename with the name ABC and any or no
extension.

e *PLM —means match any filename with the extension .PLM, such as A.PLM
or MYPROG.PLM.

s ** _means match all filenames in the directory.
The asterisk can also specify a wild-card match for the remainder of the name or
extension except for the initial character. For example,

e AB* HEX-—means match any filename with AB as the first two characters of
the name and HEX as the extension. This example would match ABC.HEX,
ABXYZ.HEX, AB.HEX.

+ A*B.HEX is illegal since no character except a period may follow an asterisk.

NOTE

The wild-card search matches only valid ISIS filenames. A directory name
in the remote shared network file system that does not conform to these
criteria will not be found in a wild-card search.

8080/8085 Program Execution Commands

SUBMIT Enters a file that contains commands to be executed
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Program Control and Code Conversion Commands

The following manuals describe the program control commands (for Librarian, Linker,
and Locator) and code conversion commands (for hexadecimal to/from object module
format conversion):

e MCS®-80/85 Utilities User’s Guide for 8080/8085-Based Development Systems

(121617)
e iAPX 86,88 Family Utilities User’s Guide for 8086-Based Development Systems
(121616)
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Command Syntax
Following is the general syntax of an ISIS-III(C) console command:
command parameters<cr >
where
command is the name of a program.
parameters are one or more items required by the command. When

entering more than one parameter, separate them with
commas or blank spaces unless otherwise noted under the
individual commands. When a parameter consists of switches,
separate them by spaces, not by commas.

In most cases, a command executes when the carriage return is encountered. Any
exceptions are noted under the individual commands.
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Specifying Files
The command syntax of many commands includes the following designation:
: Fn: filename

Where this format is shown, the following definitions apply unless otherwise noted
under the individual command:

:Fn: is the directory identifier of the directory or device that contains filename. The
value nis an integer between 0 and 9 inclusive. If :Fn: is not specified, :FO: is assumed.

filename is the name (and extension, if any) of the target file. Enter filename immedi-
ately after :Fn: with no intervening space, as in :F1:MYPROG.
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ATTRIB

Syntax

ATTRIB [:Fn: 1 filename [attriblistl [Q1<cr>

where
:Fn: is the directory identifier of the directory where the file
resides.
filename is a file whose write-protect attribute is to be changed. The
wild-card construction can be used to change and/or display
the write-protect attribute of a group of files.
attriblist is the following:

W0 or W1 Resets (W0) or sets (W1) the write-protect
attribute of a file. When set, the file cannot be
opened for output or update, and cannot be
deleted or renamed.

Q Specifies query mode operation.

If two values of the attribute are specified, for example both W0 and W1, the one
rightmost in the command takes precedence.

Description
The ATTRIB command changes and/or displays the write-protect attribute of a file.

When you specify the Q switch, ATTRIB displays the following messages before
changing the write-protect attribute of a file.

filename, MODIFY ATTRIBUTES?

Type a Y or y to modify the file write-protect attribute. Any other response causes
ATTRIB to leave the write-protect attribute unchanged for the specified file and to
go on to the next file in the group. When the write-protect attribute for a file has
been changed, the current write-protect attribute for the file is displayed.

If a nonexistent disk file is specified, ATTRIB displays the following:

filename, NO SUCH FILE

If a non-disk file is specified, ATTRIB displays the following:

filename, NON-DISK DEVICE

Possible Error Conditions

An error occurs when
*  You are not logged on
o The file does not exist

b m— e -

¢ Venon R T © ht
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Example

1. This example changes the write-protect attribute of a group of files.
HMATTRIB PROGA.* W1l<cr>

FILE CURRENT ATTRIBUTES
:FO:PROGA.SRC W
:FO:PROGA.OBJ W
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COPY

Syntax

[ :Fn:1[ouftfile]

: device : } [ switches]l <cr)

COPY [:Fn:1 infile [,...1 TO {

where

‘Fn: refers to the directory identifier of the directory where the
file resides.

infile is a file (or group of files when using the wild-card construct)
to be copied. The copy does not affect the contents of infile.
If more than one infile is specified, they are concatenated in
the order specified. When concatenating files, specify the full
name and extension of each file; do not use the wild-card
construct. infile can also be :CI..

outfile is a file to be created or recreated. If :Fn: is not specified,
:FO: is assumed. outfile must include the extension, if any. If
outfile is not specified, :Fn: must be specified.

1, i SpL Lo
switches are one or more of the following:
Q  Specifies the query mode. The system displays the
following message before a copy is performed—COPY
infile TO outfile?. A yes or y response causes the copy

to be performed. Any other response causes the copy
not to be performed.

B  Deletes an existing file without displaying the
\ ALREADY EXISTS prompt. The existing file is
deleted and recreated with new data.

U  Opens outfile for update instead of deleting it. The
ALREADY EXISTS message is suppressed. The length
is not changed unless the copy causes an increase in the
size of the file.

If U and B are both specified, the U function is
performed.

Description
The COPY command copies files from one directory to another.

When copying from one directory to another, the copy must be made from an input
device to an output device. For example, you can copy from a file to the console
output but not from the console output to a file.

If outfile is an existing disk file and is not write-protected, the following message is
displayed:

outfile F1ILE ALREADY EXISTS
DELETE?

A yes or y response (followed by a carriage return) causes COPY to delete the exist-
ing file before making the copy. No change is made for any other response.
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If outfile is write-protected, then the following message is output:
outfile WRITE PROTECTED

Wild-Card Designations. When you use wild-card designations, the following rules

apply:

» Every position in the infile name that contains an asterisk must have a corre-
sponding asterisk in the outfile name.

¢ Every position in the infile name that contains a question mark must have a corre-
sponding question mark or asterisk in the outfile name.

e The wild-card characters cannot be used in directory designations (you cannot
specify :F*:).

To copy files selectively with the wild-card construct, use the query mode. For example,

BCOPY :FO:CHAP?.DFT TO :F1: Q<crd

The system then displays the query message before copying each file.

Copying to Another Directory. The COPY command provides a special case for
convenience when copying directory files to a different directory. If outfile is to have
the same name as infile, a specific outfile is unnecessary. For example,

BCOPY :F1:ABC.XYZ TO :F2:<cr>

is the same as specifying the following:

MCOPY :F1:ABC.XYZ TO :F2:ABC.XYZ«<ccr>

This form can be used with wild-card designations in infile:

At the end of the listing of files that were copied, the following message is displayed
if write-protected files have been encountered:

WRITE PROTECTED FILE ENCOUNTERED
The write-protected files are not copied.

Using a wild-card designation when concatenating files causes an error message to
be displayed.

00y A, BC.+ 0 Do)
WILD CARD DELIMITERS DURING CONCATENATE

When you use the concatenate operation, outfile must not have the same name as
infile. If it does, the following error message results:

- EEKEIENETTEE
SOURCE FILE EQUALS OUTPUT FILE ERROR
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If the rules governing wild-card designations are not followed, the following error

message is displayed:

JCO0PY ABC. TO D<crod>
FILE MASK ERROR

Possible Error Conditions

An error occurs when
e The source file is not present
¢ The destination file already exists

e The destination file is write-protected

Notes

1. Directory names that contain an asterisk (*) can be used. However, apostrophes
(’) must appear around the entire character string when accessing the file. The
quotes literalize characters that are not normally usable in the ISIS environment:

COPY ’/WINCHI1/PROJ*A /FILEI’ to :F22MYFILE <cr>.

Examples

1.

This example copies three files to one, overwriting its contents.

MC0P YV CHAPT CHAP2 0HAPS T0 BOOK<cr)
:F0:BO0OK FILE ALREADY EXISTS,
DELETE?

APPENDED :FO:CHAP1 TO :F0:BOOK
APPENDED :FO0:CHAP2 TO :F0:BOOK
APPENDED :FO0:CHAP3 TO :FO0:BOOK

Example 1 could have been done in the following way using the update switch:

BC0Pv chapt chape, ChAPs T0 BOOK Ve o)
APPENDED :FO:CHAP1 TO :FO0:BOOK
APPENDED :FO0:CHAP2 TO :F0:BOOK
APPENDED :FO0:CHAP3 TO :FO0:BOOK

This example copies a file from directory 0 to directory 1.

JCO0PY PROA TO :F1:NEWPRG B«¢cro>
COPIED :FO0:PRUOGA TO :F1:NEWPRG

These examples show valid uses of wild-card names with the COPY command.
NMCOPY :F1:*.* T0 :F2:<cr>
JCOPY :F1:A?7?C TO :F0:D?%?E<cr)>

MCOPY :F1:A??227272 T0 :FO0:B*.CPY«<cr>
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DELETE

Syntax

DELETE [ :Fn: lfilename [switchl <cr)

where
filename is the name of a file or directory to be deleted. The wild-card
construction can be used to delete a group of private files.
switch is Q, specifying the query mode. The system displays the
following message before each file is deleted—filename,
DELETE. A yes or y response causes the deletion. Any other
response causes the deletion not to be performed.
Description

This command effectively removes the specified file, directory, or group of files from
a directory, making the space it occupied available for reassignment.

If filename specified in the DELETE command does not exist, the following message
is sent to the console:

filename, NO SUCH FILE

If the file cannot be deleted because it has the write-protect attribute set, the follow-
ing message is sent to the console:

filename, WRITE PROTECTED

Query Mode. Using the Q switch displays the query message before deleting each
file.

The query mode allows you to delete files selectively when using the wild-card
construct. For example,

JDELETE :Fn:CHAP?.* Q<cr>

The system then displays the query message for each file that matches the wild-card
construct.

NDS-II ISIS-III(C)
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Examples
1. This example deletes three files.

0ELETE Chaprcor)

:FO:CHAP1.TXT, DELETED
:FO:CHAP2.LST, DELETED
:F0O:CHAP3.SRC, DELETED

2. This example shows an attempt to delete a file with no delete access rights.

QgDELETE PROGA.ASM<ccr)
- tFO0:PROGA.ASM, WRITE PROTECTED

4, This example deletes a file using the query switch.

Bocicre ropRa). wsm Gocrs
:F2:PROJ.ASM, DELETE?
-

:F2:PROJ.ASM, DELETED

4-25
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DIR

Syntax

DIR I {FUR filename

/

NDS-II ISIS-III(C)

} 1[TO Ilistfilel [ switchesl<cr >

The positions of these fields are not fixed.

where

filename

listfile

switches

4-26

is the file (or group of files specified with the wild-card
construction) whose directory entry is to be listed. If FOR
filename is omitted, the entire directory is listed.

will print all of the remote volume root directories that are
available.

is the name of a file or output device such as :F2:LIST.FIL,
where the directory listing will be displayed. If TO Jistfile is
omitted, the listing is displayed on the screen.

are one or more of the following, separated by spaces:

0—9 Lists the directory. If omitted, the directory :FO: is
listed. If more than one directory number is specified,
only the rightmost one has effect. The directory number
also overrides any directory specification in FOR
filename.

O  Prints the file directorv in a single column format. The
default is : T
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RENAME

Syntax

RENAME [ :Fn:loldname TO [ :Fn: lnewname<cr)

where
:Fn: refers to the directory identifier of the directory where the
file resides, and must be the same for both oldname and
newname.
oldname is the name of an existing file whose write-protect attribute

is not set. oldname follows :Fn: with no intervening space, as
in :F22MYPROG.

newname is the new name to be assigned to oldname. The newname
follows :Fn: with no intervening space, as in :F2:PROGI.

Description
The RENAME command changes the name of a file.

Enter the RENAME command to change the name of an existing file to a new name
that does not already exist; the system changes the directory. Wildcards cannot be
used.

However, if another file with the new name already exists, the system displays the
following message:

newname, ALREADY EXISTS, DELETE?

To delete the existing file, enter a Y or y followed by a carriage return. RENAME
will delete the existing file and change the name of oldname in the directory.

If the existing file to be deleted has no delete access, or if you enter any character
other than Y or y, the existing file is not deleted and the file to be renamed is not
renamed.

Possible Error Conditions

An error occurs when
e oldname is a nonexistent file

- ',:‘ .

Examples

1. This example changes the name of a file on directory 0 from CHAPI to
CHAP.ONE.

JRENAME CHAP1 TO CHAP.ONE<cr)>»
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This example illustrates an attempt to rename a file with no delete access.

JRENAME NEWPRG.TXT TO PROGA.TXT<cr)>
NEWPRG.TXT, WRITE PROTECTED

In this example, the new name is the name of an existing file.

MRENAME TEXT.BAK TO TEXT.OLD<cr>
TEXT.OLD, ALREADY EXISTS, DELETE?

This example shows an attempt to rename a file and move to another disk or
directory.

JRENAME :FE6:0LDFIL TO :F7:NEWFIL<cr>
:F7:NEWFIL, NOT ON SAME DISK
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SUBMIT

Syntax

SUBMIT [ :Fn: lfilenamel (parameterl ,...1)1<¢cr>

where

:Fn: is the directory identifier assigned to the directory that
contains filename.

filename is the name (and extension, if any) of the shared file that
contains the command sequence definition. If the extension
is omitted, SUBMIT assumes the default extension .CSD.

parameter is an actual value that is to replace a formal parameter in the
command sequence definition file. The maximum number of
parameters allowed is 10. If you omit a parameter from the
SUBMIT list, enter a comma in its place.

A parameter is a character string of up to 31 characters. Any
ASCII character from 20H to 7AH is legal, except a comma,
space, or right parenthesis. If a parameter contains a comma,
space, or right parenthesis, enclose the parameter in
apostrophes. To use a quotation mark inside a quoted param-
eter, use two apostrophes in its place. For example,

'TITLEC’’"QUOTE (’’) SEARCH ROUTINE'")’
is used in the final command as:

TITLEC’QUODTE (’) SEARCH ROUTINE')

Description

The SUBMIT command causes ISIS-III(C) to take its commands from a file rather
than from the console.

SUBMIT uses two files:

A command sequence definition (CSD) file that contains the command sequence
definition. Create this file with formal parameters, using the editor.

A temporary .TMP file that contains the command sequence to be executed.

SUBMIT creates this file with the actual parameters supplied in the SUBMIT
command that replaces the formal parameters. The temporary file has the same
name as the command sequence definition file but with the extension .TMP. Do
not modify this file,

SUBMIT reassigns the console input device to the . TMP file it creates and returns
control to ISIS-III(C), which then executes the commands in the .TMP file. The
.TMP file has a final command that restores the console input device to its former
device assignment and deletes the .TMP file.

When creating the CSD file, specify formal parameters by using two characters, %n,
where n is a digit from O through 9. You may place formal parameters anywhere in
the CSD file. To enter a percent sign (%) that is not to be interpreted as a formal
parameter, enclose it in apostrophes.
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Any program, except a LOGON or LOGOFF, that reads its commands from :CI:
noninteractively can be executed.

The CSD file can also contain commands to the programs being run. Using a
SUBMIT command in a CSD file causes another . TMP file to be created. SUBMIT
commands can be nested to any depth.

A CTRL-E (1E) in a .TMP file switches the console input from the .TMP file to the
initial system console, allowing interactive processing. To return control to the . TMP
file, enter CTRL-E at the console. If control is not returned to the .TMP file, or if

an error occurs after a command sequence has started processing, control returns to
ISIS-III(C) and the .TMP file is not deleted.

Any program running under SUBMIT must allow two buffers in addition to the open
files and buffers required by the program itself. See the Intellec® Series III Micro-
computer Development System Programmer’s Reference Manual (121618) for infor-
mation on how to determine the base address of your program.

oy i ;o ae V2l v

ot

Example

1. This example shows a PL/M-80 compilation, a LINK, and a LOCATE executed
from a SUBMIT file on a two directory system. A CTRL-E is entered in the
command sequence definition after the PL/M compilation so you can examine
the results of the compile. The EDIT does not echo the 4 E; however, it is echoed
when the SUBMIT file is executed.

The file CMPLNK.CSD in :F1: contains the following command sequence
definition. See the MCS®-80/85 Utilities User’s Guide for 8080/8085-Based
Development Systems (121617) for an explanation of controls in the PL/M-80
command. The CMPLNK.CSD file contains

PLM80 %0.%X1 DEBUG XREF DATE(X2)

tE

LINK %X0.0BJ,SYSTEM.LIB TO %X0.SAT%&
PRINTCX0.MP1) MAP

LOCATE ¥%0.SAT PRINT (X0.MP2) MAP

Enter the following SUBMIT command to compile, link, and locate PROGA.SRC:

J4SUBMIT :F1:CMPLNK ( 3 0CT 81')<cr>

:F1:PROGA.SRC,

NDS-II ISIS-ITI(C)
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The command sequence actually executed is shown as it would be echoed on the
console output device.

-PLMB80 :F1:PROGA.SRC DEBUG XREF DATEC(3 OCT 81)

ISIS-11 PL$blM-80 COMPILER V3.1
PL/M-80 COMPILATION COMPLETE 0 PROGRAM ERRORCS)

-+cf@

-LINK :F1:PROGA.OBJ,SYSTEM.LIB TO :F1:PROGA.SAT &
+**PRINT(:F1:PROGA.MP1) MAP

-LOCATE :F1:PROGA.SAT PRINTC:F1:PROGA.MP2) MAP
-:F0:SUBMIT RESTORE :F1:CMPLNK.TMPC(C:VI:)
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CHAPTER 5
CLUSTER WORKSTATION SYSTEM CALLS

This chapter briefly summarizes the changes in the ISIS-ITII(C) system calls, lists all
of the ISIS-ITI(C) routines available on the NDS-II system, and describes only those
routines which are not identical to those described in the ISIS-II User's Guide
(9800306).

Differences Between ISIS-III(C) and ISIS-II

» 1 - « . ¥ r
-
Revised System Calls
asl y'I(< ;,I ra L PR L [BF « ) Yy © ‘ AL .
Tin TO € FoTee-m te. WLaibite o
AL ’ n PR SRR ¥ oo ork e
N <
AT i TR N oo P
New System Calls
- L T L ta .n 1 ’ i a
S OMocr : . t
n b Wi ur. - ~at r

Summary of System Calls

The ISIS-III(C) services that can be called by a program include

Input/output operations for the disk directories (FILINF, OPEN, CLOSE,
READ, WRITE, SEEK, RESCAN, SPATH)

I e

TR s ver YRTLLT  0 LL. M TR AT o

A Y
X

Console device assignment, error mcssége, and date and time output (CONSOL,
WHOCON, ERROR, DETIME)

Program loading and execution and return to the supervisor (LOAD, EXIT)
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5-2

For descriptions of these system calls, refer to the ISIS-II User’s Guide.

1’ i
B}

i

The system call descriptions include discussion of the operation of the call and the
parameters the program must supply.

To clarify the effect of certain system calls on the files, two integer quantities
(LENGTH and MARKER) are associated with each file. LENGTH indicates the
number of bytes in the file. MARKER indicates the number of bytes already read or
written in the file (that is, it acts as a file pointer to the current position).

System Call Syntax and Usage

ISIS-ITI(C) system routines can be called from a PL/M-80 or Assembly Language
program. If the program makes an ISIS-ITI(C) system call, link the object program
with SYSTEM.LIB using the LINK program.

SYSTEM.LIB, a library file supplied with the ISIS-III(C) system disk directory,
contains the procedures necessary to interface the user’s programs that contain
ISIS-III(C) system calls with the ISIS-III(C) operating system.

PL/M-80 Calls

Any PL/M-80 program can interface to ISIS-III(C) by performing calls to proce-
dures in SYSTEM.LIB. Programs must include external procedure declarations so
the proper procedures from SYSTEM.LIB will be included with the program by
LINK. These external procedure declarations may be declared as type ADDRESS,
but may also be values as well as addresses of values.

Assembly Language Calls

The interface between the 8080/8085 Assembly Language program and ISIS-ITI(C)
is accomplished by calling the desired ISIS-ITI(C) routine. All system calls conform
to the interface described in the ISIS-1I User's Guide.

The ISIS-ITI(C) entry point is defined in a routine in SYSTEM.LIB that must be
included in the program. When using LINK, specify the name of the program followed
by the name SYSTEM.LIB. See the MCS®-80/85 Utilities User’s Guide for more
information on LINK.

System call references can be defined in EXTRN statements before they are refer-
enced in a program, thereby allowing the program to reference the system call routines
symbolically. Only the specific system calls needed by the program need be defined.

NDS-II ISIS-III(C)
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ATTRIB

The ATTRIB call allows your program to change an attribute of a directory file.

You must pass four parameters in the ATTRIB call. These parameters are

1. path$p, the address of an ASCII string that contains the name of the file whose
attribute is to be changed. The string can contain leading space characters but
cannot contain embedded spaces. The string must be terminated by a character
other than a letter, digit, colon (:), or period (.). A space can be used.

2. atrb, a number that indicates which attribute is to be changed. The numbers are

0 — invisible attribute

1 — system attribute

2 — write-protect attribute
3 — format attribute

N . . .o v WL . wop s
" 1. Jd 5 b oI

3. onoff, a value that indicates whether the attribute is to be set (turned on) or reset
(turned off). The value is stored in the low order bit of the low order byte. A
value of 1 specifies that the attribute be set; a value of O specifies that it be reset.

4. status$p, the address of a memory location for the return of a nonfatal error
number.

Nonfatal error codes returned: 4,5,13,23,26,28,61,66,70
Fatal error codes returned: 1,24,30,33,63,64,65

5-3
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GETATT

Syntax

CALL GETATT (file$pointer, .attrib$p, .status)

The information is returned in a one byte field (ATT),

where
bit O set
bit 1 set
bit 2 set
bit 3
bit 4
bit §
bit 6
bit 7 set

Description

invisible

= gystem

= write-protect

reserved

= reserved, undefined (1 or 0)
= reserved

= reserved

format

Cluster Workstation System Calls

The GETATT call allows access to the attribute information associated with the disk
file pointed to by file$pointer. If the specified file is nonexistent, a nonfatal error

occurs.

Examples

1. PL/M-80 GETATT Call

GETATT:
PROCEDURE (path$p,attrib$p,status$p)
DECLARE (path$p,attrib$p,status$p) address ;
END GETATT;

/* MUST BE LINKED WITH SYSTEM.LIB

DECLARE FILEC15) BYTE;
DECLARE STATUS ADDRESS;
DECLARE ATTRIB BYTE;

EXTERNAL);

CALL GETATT C(.FILE, .ATTRIBUTE, .STATUS);

IF

<

0 THEN



Cluster Workstation System Calls

5-12

2. Assembly Language GETATT Call

.
1

i GETATT

FILEP:

ATTP:
STATP:

H
GFILE:
ATTRIB:

GSTAT:

EXTRN

LHLD
PUSH
LHLD
PUSH
POP
LHLD
PUSH
POP
CALL
LDA
ORA
JNZ

DU

DUW
DW

DB
DS

DS

GETATT

GETATT
GSTAT
A
EXCEPT

GFILE

ATTRIB
GSTAT

"tFO:FILE.EXT
1

NDS-II ISIS-III(C)

MUST BE LINKED
WITH SYSTEM.LIB

FILE PARAMETER

ATTRIBUTE POINTER

STATUS

TEST ERROR STATUS

BRANCH TO EXCEPTION

ROUTINE

POINTER TO FILE

PATHNAME

POINTER TO ATTRIBUTE
POINTER TO STATUS

FILE PATHNAME
ATTRIBUTE VALUE

(RETURNED)

STATUS (RETURNED)
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GETD

Syntax
CALL GETD (did, .conn, count, .actual, .table, .status)

The GETD call requires five parameters:

1. did, an address value that contains the number for the directory from which entries
are to be returned. Valid integer values are 0-9 representing :FO:-:F9:.

2. conn, an address value that must be initialized to zero when the first display
request of a sequence is made. Do not change the value; changing it will cause
an error. The system then assigns a value that is returned in subsequent requests
for directory entries. This value acts as a pseudo-connection for all subsequent
calls.

3. count, an address value that contains the number of entries to be returned.
count = 0 indicates termination of the current display request sequence and
releases the pseudo-connection. The program must make a final call to GETD
with count = 0 to release the connection, except when it is released automati-
cally as described under actual.

4. actual, an address value that contains the number of directory entries returned
by the system. When the number of directory entries is less than count, the last
directory entry has already been returned and the pseudo-connection will be
released automatically.

5. table, the address of a memory structure where directory entries are returned.
The structure form is

DECLARE ENTRY STRUCTURE(

RESERVED1T (1) BYTE,
FILESNAME (9) BYTE,
RESERVED2 (6) BYTE);

where

file$name is a nine-byte field with two subfields left justified and
zero filled. The first six bytes represent the name; the
remaining three bytes are the file extension.

6. status, the address of a memory location for the return of a nonfatal error number.
Nonfatal error codes returned: 3, 4, 5, 13, 23

Fatal error codes returned: 1, 24, 30, 33

Description

1 K : o .. co

Reserved fields returned by GETD are different from one ISIS-III(C) system call to
another. Do not use reserved fields in a user program.

Programs that use this interface will execute correctly on a standalone development
system (Model 800, Series 11, or Series III) or a workstation attached to an NDS-II
network. GETD requires that an ISIS overlay and an NDS-II overlay, ISIS.OVO0, be
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loaded into the top of a 64K memory space beginning at OE800H with the LOAD
system call before calling GETD. The overlay space can be overwritten when this call
is completed. N

Access the overlay entry point by linking to SYSTEM.LIB. Avoid overwriting the
overlay when accessing the desired directory.

Examples

1. PL/M-80 GETD Call

GETD:
PROCEDURE (did, conn$p, count, actual$p, table$p, status$p?
EXTERNAL;
DECLARE (did, conn$p, count, actual$p, table$p, status$p) ADDRESS;

END GETD;
DECLARE (dummy, status, conn, actual) ADDRESS;

DECLARE TABLE (50) STRUCTURE
(reserved (1) byte,
filename (9) byte,
reserved (6) byte) ;

CONN = 0

CALL LOAD C(.C’:FO:ISIS.OVO0 “>,0,0, .DUMMY,.STATUS);
CALL GETD (1,.CONN, 50, .ACTUAL, .TABLE (0), .STATUS);
IF STATUS <> 0 THEN ERROR

2. Assembly Language GETD Call
3y GETD
EXTRN GETD ; MUST BE LINKED

; WITH SYSTEM.LIB
; 1SIS.0V0 MUST BE LOADED BEFORE CALLING GETD

LXI H,0

SHLD CONNP i INITIAL 0

LHLD DID i DIRECTORY

PUSH H

LXI H,CONNP ; CONNECTION POINTER
PUSH H

LHLD COUNT ; COUNT

PUSH H

LHLD ACTP ; ACTUAL

PUSH H

LHLD BUFFP ; BUFFER POINTER
PUSH H

POP B

LHLD GSTAT 3 STATUS

PUSH H

POP D

CALL GETD

LDA DSTAT ; TEST ERROR STATUS
ORA A
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DID:

CONNP:
COUNT:

ACTP:

BUFFP:
GSTAT:

DACT:

DBUF :

DSTAT:

JNZ

DW
DW
DUW
DW
DW
DW
DS

DS
DS

EXCEPT

DACT
DBUF
DSTAT

128

)

Cluster Workstation System Calls

BRANCH TO EXCEPTION
ROUTINE

DIRECTORY IDENTIFIER
DIRECTORY CONNECTION
ENTRY COUNT

POINTER TO ACTUAL
POINTER TO BUFFER
POINTER TO STATUS
COUNT OF ENTRIES READ
(RETURNED)

DIRECTORY BUFFER
STATUS (RETURNED)
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SPATH

The SPATH call allows your program to obtain information relating to a specified
file. The information returned by this call includes the device number, filename and
extension, device type, and if a disk file, the drive type.

You pass three parameters in the SPATH call. These parameters are

1. path$p, the address of an ASCII string that contains the name of the file for
which information is requested. The string can contain leading spaces but cannot
contain embedded spaces. The string must be terminated by a character other
than a letter, digit, colon (:), or period (.). A space can be used.

2. info$p, the address of a 12-byte memory location in which the system will return
the information. After the call is completed, the buffer will contain the following
information:

Byte 0 — Device number

Bytes 1 through 6 — Filename

Bytes 7 through 9 — Filename extension
Byte 10 — Device type

Byte 11 — Drive type

3. status$p, the address of a memory location for the return of a nonfatal error
number.

Nonfatal error codes returned: 4,5,23,28
Fatal error code returned: 33

The possible values for the contents of the info$p device number are the following:

0 — directory 0*
1 — directory 1*
2 — directory 2*
3 — directory 3*
4 — directory 4*
5 — directory 5*
6 — teletype input
7 — teletype output
8 — CRT input* (:VI:)
9 — CRT output* (:VO:)
10 — user console input
11 — user console output
12 — teletype paper tape reader
13 — high speed paper tape reader
14 — user reader 1
15 — user reader 2
16 — teletype paper tape punch (teletype)
17 — high speed paper tape punch
18 — user punch 1
19 — user punch 2
20 — line printer
21 — user list 1
22 — byte bucket (a pseudo input/output device)*
23 — console input* (:CI:)
24 — console output* (:CO:)
25 — directory 6*
26 — directory 7*
27 — directory 8*
28 — directory 9*

* — supported by ISIS-ITI(C)

[
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The filename and extension are the ISIS filename, e.g., SAMPLE.SRC, without the
period.

The device type specifies the type of peripheral with which the file is associated. The
possible values for this field are the following:

0 — sequential input device*

1 — sequential output device*

2 — sequential input/output device

3 — random access input/output device*

* — supported by ISIS-III(C)
The drive type field specifies the type of drive controller if the device type field is 3.

If the device type is anything except 3, the drive type is undefined. The possible
values for a device type of 3 are the following:

0 — controller not present
1 — two-board double density

2 — two-board single density
3 — inteerated single density

* — supported by ISIS-III(C)
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CHAPTER 6
SYSTEM CONSIDERATIONS

This chapter describes useful ways to improve system performance and to avoid
problems.

Mainframe Link

The Mainframe Link program RCOMB80 running on the workstation can access only
files at the local workstation; it cannot access files stored in the shared hard disk
directories; therefore, it cannot work with Cluster workstations. You must access the
Mainframe Link program from a host development system workstation.

ISIS-Ili(C) Command Files

The system disk contains command program files of the same name as the
[SIS-III(C) commands (DIR, COPY, DELETE, etc.). Do not interchange these files
with any command program files from other versions of ISIS; the commands will not
operate correctly. Use the VERS command to verify the version number and compat-
ibility of the command program file (see Chapter 4).

Home Directory

When a new user is defined by the Superuser at the NRM, the user is assigned a
home directory. Users can build a SUBMIT file called ISIS.INI in their home direc-
tory. Commands in ISIS.INI will be executed automatically at LOGON time.
Consequently, directory identifiers to commonly used pathnames can be set up
automatically without user involvement at LOGON time.
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CHAPTER 7
ERROR MESSAGES

This chapter describes error codes and messages unique to the NDS-II operating
system software. For descriptions of other ISIS-III(C) error codes and messages, see
Appendix A of this manual.

New ISIS-III(C) Error Messages

61. DEVICE NOT ASSIGNED.

The user has attempted to open a file on a logical device that has not been assigned
to a directory. Use the ASSIGN command to map the device to the directory.

63. SYNCHRONIZATION ERROR.

Communication messages between ISIS and the Network Resource Manager are not
synchronized. Reboot the ISIS software.

64. NETWORK COMM ERROR.

The Network Resource Manager comm board is malfunctioning or missing.

65. LOCAL CDMM ERROR.

The Series [I comm board is malfunctioning or missing.

66. ILLEGAL ATTRIBUTE FOR REMOTE FILE.

User has attempted to change the system, the format, or the invisible attribute on a
network file. The write attribute is the only attribute supported on remote network
files. Attributes are changed with the ATTRIB command or the ATTRIB system
call.

70. NETWORK FILE ACCESS RIGHT VIOLATION.

User attempted to open a network file for read access without read access rights to
the file. File access rights can be changed with the ACCESS command.

71. ILLEGAL OPERATOR ON SHARED FILE.

User attempted to write to a file that was being accessed by more than one user.
When all other users have exited from the file, try again.

72, MAXIMUM NUMBER OF FILES ON A DEVICE EXCEEDED.

User attempted to create more than the maximum number of files allowed for a
particular device. The maximum number of files per device is determined when the
System Generation procedure is run.

73. ATTEMPT TO DELETE A NON-EMPTY DIRECTORY.

User attempted to delete a network directory that contains files. Delete all files in
the directory before deleting the directory.
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74, ILLEGAL NETWORK PATHNAME SYNTAX.

User specified a fully qualified DFS pathname in a CREATE command and did not
begin the pathname with a slash (/). All fully qualified pathnames must begin with
a slash (/).

75. NONTERMINATING PATH ELEMENT IS NOT A DIRECTORY.

User specified a fully qualified pathname in a CREATE command where one of the
first elements of the pathname was a data file. Only the final element of the pathname
can be a data file.

76. ATTEMPT TO CREATE A CONNECTED NETWORK FILE.

User assigned :Fn: to /ROOT/A and then attempted to create /ROOT/A. No two
directories can have the same pathname.

77. USERNAME/PASSWORD MISMATCH.

User attempted to log on with a username that is valid but an incorrect password for
this user.

78. USERNAME NOT KNOWN.

User attempted to log on with an unknown username.

79. FILE ERROR ON SYSTEM FILE.

The system accessed the user definition file. This file is a system file only.

80. NETWORK FILE DETACHED, DEVICE DISMOUNTED.

While a user was accessing a file, the device on which the file resided was dismounted
or removed at the Network Resource Manager.

81. MAXIMUM REMOTE ATTACHES EXCEEDED.

User attempted to exceed the maximum number of files that could be attached at
one time. The user can attach only 12 remote files at once.

82. ILLEGAL PASSWORD SYNTAX.

User attempted to log on with a password of more than 14 characters.

83. ILLEGAL USERNAME SYNTAX.

User attempted to log on with a username of more than 14 characters.
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APPENDIX A
SUMMARY OF ERROR MESSAGES

This appendix provides a list of error codes and/or messages issued by ISIS-III(C),
and some nonresident system routines. Other nonresident system routine error
messages are listed in the ISIS-1I Users’ Guide.

Further explanations of the error codes can be found in other Intel manuals.

Error Codes

1-39

40-60

60-90
101-149

201-240

Manuals

ISIS-1I User’s Guide, 9800306
Intellec® Series 111 Microcomputer Development System
Console Operating Instructions, 121609

NDS-I Network Manager Operating Instructions, 121645
NDS-I Workstation Operating Instructions, 121646

NDS-II ISIS-III{N) User’s Guide, 121765

Intellec® Series I1I Microcomputer Development System
Console Operating Instructions, 121609

Intellec® Series I1I Microcomputer Development System
Console Operating Instructions, 121609

ISIS-III(C) Error Messages (8080/8085 Mode)

FATAL ERROR. TOO FEW BUFFERS WERE ALLOCATED.
ILLEGAL ACTIVE FILE TABLE NUMBER.

FATAL ERROR. ACTIVE FILE TABLE IS FULL.
INCORRECTLY SPECIFIED FILENAME.

UNRECOGNIZED DEVICE NAME.

ATTEMPT TO WRITE TO INPUT DEVICE.

FATAL ERROR. THE DISK IS FULL.

ATTEMPT TO READ FROM OUTPUT DEVICE.

DISK DIRECTORY IS FULL.
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PATHNAME

IS NOT ON SAME DISK.

FILE ALREADY EXISTS.

FILE

IS ALREADY OPEN.

NO SUCH FILE.

WRITE-PROTECTED FILE ENCOUNTERED.
FATAL ERROR. ISIS OVERMWRITE.
FATAL ERROR. BAD LOAD FORMAT,

NOT A DISK FILE.

ILLEGAL

ISIS COMMANDS.

ATTEMPTED SEEK ON NON-DISK FILE.
ATTEMPTED BACK SEEK 700 FAR.
CANNOT RESCAN.

ILLEGAL ACCESS MODE TO OPEN.
MISSING FILENAME.

FATAL ERROR. DISK INPUT/OUTPUT HARDWARE ERROR.
ILLEGAL ECHO FILE.

ILLEGAL ATTRIBUTE IDENTIFIER.
ILLEGAL SEEK COMMAND.

MISSING EXTENSION.

FATAL ERROR. PREMATURE EOF.
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30. FATAL ERROR. DRIVE NOT READY.

31. CANNOT SEEK QN WRITE ONLY FILE.

32. CANNOT DELETE OPEN FILE.

33. FATAL ERROR. ILLEGAL SYSTEM CALL PARAMETER.

34. FATAL ERROR. INVALID RETURN SWITCH IN A LOAD
SYSTEM CALL.

35. SEEK PAST EOF.

61. DEVICE NODT ASSIGNED.

62. RESERVED.

63. SYNCHRONIZATION ERROR.

64. NETWORK COMM ERROR.

65. LOCAL COMM ERROR.

66. ILLEGAL ATTRIBUTE FOR REMOTE FILE.

70. NETWORK FILE ACCESS RIGHT VIOLATION.

71. ITLLEGAL OPERATION ON SHARED FILE.

72. MAXIMUM NUMBER OF FILES ON A DEVICE EXCEEDED.

73. ATTEMPT TO DELETE A NON-EMPTY DIRECTORY.

74, ILLEGAL NETWORK PATHNAME SYNTAX.

75. NON-TERMINATING PATH ELEMENT IS NOT A
DIRECTORY.

76. ATTEMPT TO CREATE A CONNECTED NETWORK FILE.

77. USERNAME/PASSWORD MISMATCH.

78, USERNAME NOT KNOWN,

79. FILE ERROR ON SYSTEM FILE.

80. NETWORK FILE DETACHED, DEVICE DISMOUNTED.

81. MAXIMUM REMOTE ATTACHES EXCEEDED.

82. ILLEGAL PASSWORD SYNTAX,

83. ILLEGAL USERNAME SYNTAX.

Console Command Interface Errors (8080/8085
Execution Mode)

201. Unrecognized switch

202. Unrecognized delimiter

203. Invalid syntax

206. Illegal disk label

208. Checksum error

209. Relo file sequence error

210. Insufficient memory

211. Record too long

212. Illegal relo type

213. Fixup bounds error

214, Illegal SUBMIT parameter

215. Argument too long

216. Too many parameters

217. 0Object record too short

218, lllegal record format

219. Phase error

220. No EOF record in object module file

221, Segment overflow during LINK operation

222. Unrecognized record in object module file

223, Fixup record pointer is incorrect

224. Illegal record sequence in object module file
in LINK

225, Illegal module name specified

226. Module name exceeds 31 characters

227. Command syntax requires left parenthesis
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228.
229,
230,
231,
232.
233.
234.
235.

236.
237.

238.
239.
240.

Summary of Error Messages

Command syntax requires right parenthesis
Unrecognized control specified in command
Duplicate symbol found

File already exists

Unrecognized command

Command syntax requires a TO clause

Filename illegally duplicated in command
File specified in command is not a library
file

More than 249 common segments in input files
Specified common segment not found in object
file

Illegal stack content record in object file
No module header in input object file
Program exceeds 64K bytes

Table A-1. Nonfatal Error Numbers Returned by System Calls

System Call Error Numbers
OPEN 3,4,5,9,12,13, 14, 22, 23, 25, 28, 52, 54, 61, 70
READ 2,8
WRITE 2,6
SEEK 2,19, 20, 27,31, 35
RESCAN 2,21
CLOSE 2
DELETE 4,5,13,14, 17, 23, 28,32, 61, 70
RENAME 4,5,10, 11, 13, 17, 23, 28, 52, 54, 56, 61, 70
ATTRIB 4,5,13, 23, 26, 28, 52, 54, 61, 66, 70
CONSOL None; all errors are fatal.
WHOCON None
ERROR None
LOAD 3,4,5,12,13, 22, 23, 28,34, 61, 70
EXIT None
SPATH 4,5,23,28,61,70
GETD 3,4,5,13,23
GETATT 4,5,13, 23,28

Table A-2. Fatal Errors Issued by System Calls
System Call Error Numbers
OPEN 1,7, 24, 30, 33, 51, 63, 64, 65
READ 24, 30, 33, 63, 64, 65
WRITE 7, 24, 30, 33, 63, 64, 65
SEEK 7, 24, 30, 33, 63, 64, 65
RESCAN 33, 63, 64, 65
CLOSE 33, 63, 64, 65
DELETE 1, 24, 30, 33, 63, 64, 65
RENAME 1, 24, 30, 33, 51, 63, 64, 65
ATTRIB 1, 24, 30, 33, 51, 63, 64, 65
CONSOL 1, 4,5, 12,13, 14, 22, 23, 24, 28, 30, 33
WHOCON 33
ERROR 33
LOAD 1, 15, 16, 24, 30, 33, 63, 64, 65
SPATH 33
GETD 1, 24, 30, 33
GETATT 1, 24, 30, 33







APPENDIX B
SUMMARY OF ISIS-III(C)
COMMAND SYNTAX

This appendix lists the ISIS-III(C) commands and syntax alphabetically. Chapter 4
of this manual contains complete descriptions and examples of each command.

ACCESS
ACCESS PP filename [ switchl <cr >
pathname /

ASSIGN

network directory pathname,
CFn: another directory identifier,

ASSIGN { n } T 0O < directory identifier and <cr)
pathname component,
NULL

ATTRIB

ATTRIB [:Fn: 1 filename [attriblistl] [Q1<cr)>

CANCEL

CANCEL queuename {(jobname) } ) .<cr

# ( jobnumber)

COPY
COPY [:Fn:1 infile [,...1 TO {[’F"’”"“"”e]

: device : } [ switchesl<cr

CREATE
CREATE {p:athn:ame /} new directory name<cr )
DELETE

DELETE [ :Fn:1 filename [switchl<cr)

DIR

DI R[{[ FOR filename]}][ T0 listfilel [switchesl<cr)
/
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EXPORT

tFn:

EXPOR T{pathname/

LOGOFF

LOGOFF<ccr>

LOGON

LDGON<cr)>

QUEUE

ADD

QUEUE {DELETE

REMOVE

:Fn:

REMOVE { pathname /

RENAME

RENAME [:Fn:1 oldname TO

SPACE

SPACE /volumename<cr >

SUBMIT

SUBMIT [:Fn:1 filename

SYSTAT

MY JOB

SYSTAT I:{GUEUE }] [ queuename , queuename . . . 1 [switchl <cr)

VERS

VERS command<cr >

WHO

WHD<¢cr>

B2

} filename<cr »

[ Cparameter [, ..

}filename[ ! ( ' parameterlist’ )’ 1 T0O queuename{

} (queuename [,...1)<ccr)

newname<cr)

.1)1<ccr>

NDS-II ISIS-IIKC)

LOG
NULDG}(cr)
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SUMMARY OF ISIS-lli(C) DEVICES

This appendix alphabetically lists the devices that are accessible to the user at the
ISIS Cluster workstation. Local devices are not accessible from the Cluster
workstation.

Standard Devices

:BB:
:CI:
:CO:
:FO:
:F1:
:F2:
F3:
:F4:
:F5:
:Fé6:
:F7:
:F8:
:FO9:
:HP:

:HK:

:LP:
:SP:
TI:
:TO:
'TP:
‘TR:
VI
:VO:

Byte Bucket (a universal null device) (input/output)
Current Console Device (input)
Current Console Device (output)
Directory (0) (input/output)*
Directory (1) (input/output)*
Directory (2) (input/output)*
Directory (3) (input/output)*
Directory (4) (input/output)*
Directory (5) (input/output)*
Directory (6) (input/output)*
Directory (7) (input/output)*
Directory (8) (input/output)*
Directory (9) (input/output)*

Not supported

Not supported

Not supported

Spool Line Printer Queue (network output)
Not supported

Not supported

Not supported

Not supported

Video Terminal Keyboard (input)
Video Terminal CRT Screen (output)

* indicates logical random access devices that are assigned to network directories.
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INDEX

#, 4-17

:Fn:, 4-7

:SP;, 1-1, 4-2, 4-18
8080/8085 programs, 4-4

aborted job, 4-43
ACCESS, 3-4, 4-8
access
devices, network, 1-6
files, 1-6, 2-3, 4-11
identifier, 4-8
line printer queue, network, 1-1
network, 1-1, 1-6, 4-3
owner, 4-8
rights, 2-2, 3-4, 4-8
switches, 4-8
world, 4-8
AEDIT, iii, 3-1
archiving remote files, 2-1
Assembly Language Calls, 5-2
ASSIGN, 1-6, 4-11
assignment
console device, 5-1
devices, 3-4
directory identifiers, 3-4, 4-11
directory listing, 4-11
ATTRIB call, 5-3
ATTRIB command, 4-15
attribute
write-protect, 4-15

blocks, 4-38
boards
Cluster, 1-1
Communication Controller, 1-1
bootstrap, 1-7
branching
file structures, 3-4
buffers
SUBMIT, 4-40

cable, Ethernet, 1-1, 1-3

calls, system
ATTRIB, 5-3
CHGACS, 5-4
DETIME, 5-6
FILINF, 5-8
GETATT, 5-11
GETD, 5-13
SPATH, 5-16

CANCEL, 4-17

cancelled job, 4-17, 4-43

CHGACS, 5-4

Cluster Board, 1-1, 1-3

Cluster configuration status, 1-7
Cluster workstation, 1-1, 1-2, 1-6
command

ACCESS, 4-8

ASSIGN, 4-11

ATTRIB, 4-15

CANCEL, 4-17

categories, 4-2

COPY, 4-18

CREATE, 4-22

DELETE, 4-24

DIR, 4-26

directory maintenance, 4-3

entry, 1-8

EXPORT, 4-28

file maintenance, 4-3

LOGOFF, 4-30

LOGON, 4-31

network access, 4-3

program compatibility, 4-45, 6-1

program execution, 4-4

QUEUE, 4-33

remote job execution, 4-4

REMOVE, 4-34

RENAME, 4-36

SPACE, 4-38

SUBMIT, 4-39

syntax, 4-6

SYSTAT, 4-42

VERS, 4-45

version, 4-45

WHO, 4-46
Communication Controller Boards, 1-1, 1-3
Communications Module, 1-1, 1-3
compatible

commands, 4-45, 6-1
configuration status, Cluster, 1-7
conventions, vi
COPY, 4-18
CREATE, 2-3, 4-22
creating

directories, 2-3, 4-22

job queues, 4-5, 4-33

data files, 1-5
access, 1-6
local, 1-5
protection, 4-8
remote, 1-5

DELETE, 4-24

DETIME, 5-6

device
access, 1-6
assignment, 3-4
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logical, 2-1
physical, 2-1
diagnostic results, 1-7, 1-8
DIR, 4-26
directory, 1-3, 2-1
access rights, 4-11
creating, 2-3, 4-22
empty, 4-24, 4-34
files, 1-5
home, 3-3, 6-1
listing, 4-26
expanded, 4-26
maintenance, 3-1, 4-3
network, available, 4-11
parent, 4-34
remote, 1-5
structure, 2-1
hierarchical, 2-2
flat, 2-2, 4-1
directory identifier
assigning, 4-11
assignments,
automatic, 4-11
changing, 4-11
default values, 4-11
listing, 4-11
disk, 2-1
drive, 2-1
hard, 1-1, 4-2

distributed job control (DJC), 1-1,1-5

empty directory, 4-24, 4-34
error codes, 7-1

error messages, 7-1
Ethernet, 1-1, 1-3
executing job, 4-43
EXPORT, 4-28

files
access, 1-6, 2-3, 4-11
copying, 4-18
data, 1-5
deleting, 4-24
directory, 1-5, 3-1
length, 4-27
local, 1-5
maintenance, 4-3
name, 2-2
owner, 4-27
private, 1-5
protection, 2-2, 4-8
public, 1-5
remote, 1-5
renaming, 4-36
rights, access, 4-8
shared, 1-5
structure, 1-5, 2-1
system, 3-1
types, 1-5, 2-2

Index—-2

flat file structure, 2-2
FILINF, 5-8
flexible disk drive, 4-2

GETATT, 5-11
GETD, 5-13

hard disk, 1-1, 4-2
hardware, 1-3

hierarchical file structure, 1-5, 2-2
home directory, 3-3, 4-11, 6-1

host workstation, 1-1, 1-3

identifier
access, 4-8
directory
assigning, 4-11
changing, 4-11
default values, 4-11
listing, 4-11
data file, 4-8
directory file, 4-8
owner, 4-8
right, 4-8
iMDX 455, 1-3
iMDX 580, 1-1, 1-3
iMDX 582, 1-6
IMPORT, 1-1, 4-5

Import workstations, 4-42

iNDX, 1-3, 1-6
INDX.GII, iii

input/output operations, 5-1

Intellink, 1-1, 1-2, 1-3

ISIS file structure, 1-5, 2-2, 4-1

ISIS-1I, 4-1
ISIS-ITI(C), iii, 1-1, 1-6
ISIS-III(N), iii, 1-4, 1-6
ISIS.INI, 3-3, 4-31, 6-1
ISIS.SYS, 3-3, 4-11
IXREF, iii

job
aborted, 4-43
cancelled, 4-17, 4-43
creating, 4-5
done, 4-43
executing, 4-43
name, 4-17, 4-42
number, 4-17, 4-43

public workstation, 1-6, 4-4
queue, 1-6, 4-2, 4-33, 4-42
remote execution, 1-1, 1-5, 4-2

status, 4-43
waiting, 4-43

job queue
adding, 4-33
deleting, 4-33
queuenames, 4-33
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librarian, 4-5

LINK, 5-2

linker, 4-5

literature, related, vi
local file, 1-5

local printer, 4-2
locator, 4-5

LOG, 4-27

LOG file, 4-28

logging off, 1-8

logging on, 1-7

logical device name, 2-1
logical system root, 2-2, 3-1
LOGOFF, 4-30
LOGON, 4-31

Mainframe Link, 6-1
maintenance
directory, 4-3
data file, 4-3
marker, 5-2
Module Communications, 1-1

name
job, 4-17, 4-42
queue, 4-33, 4-42
NDS-II file structure, 2-2, 3-1, 4-1
network, vi, 1-1
access, 1-1, 1-6, 4-2
capability, 1-1
directory, 2-2
line printer queue, 1-1, 4-2
pathname, 4-11
resources, 1-1

Network Resource Manager, v, 1-1, 1-5, 1-6

NOLOG, 4-28
Notational Conventions, vi
NRM
see Network Resource Manager, v
NULL, 4-11
number
job, 4-17, 4-43

operating system, differences, 4-1
overview, v
owner

data file, 4-8

directory file, 4-8

identifier, 4-8

parameter, 4-6
parameter list, 4-28
parent directory, 4-34
password, 1-8, 3-3, 4-30
pathname, 2-2

directory, 4-11
physical device name, 2-1
PL/M-80 system calls, 5-2
printer, remote, 1-1, 4-2

private files, 1-5

private workstation, 1-6, 4-4
program loading, 5-1
protection, file, 2-2, 4-8
publications related, vi
public files, 1-5

public workstation, 1-6, 4-4

query switch, 4-15
QUEUE, 4-5, 4-33
queue

cancelling, 4-17

creating, 4-5, 4-33

import station, 4-42

job, 4-42

listing, 4-42

name, 4-42

naming, 4-5

spooler, 4-2, 4-18
queuename, 4-33, 4-42
quotes, single, 2-1, 4-20

related publications, vi
remote
files, 1-5
jobs execution, 1-1, 1-5, 4-2
aborted, 4-43
cancelling, 4-17
creating, 4-5
executing, 4-43
status, 4-43
printer, 1-1, 4-2
REMOVE, 4-34
RENAME, 4-36
right identifier
ACCESS, 4-8
rights
access, 4-8
changing, 4-8
listing, 4-8
owner, 4-8
Superuser, 4-9
root
logical system, 2-2, 3-1
RUN, iii

shared files, 1-5
software
compatible, iii, 4-45
preparation, 1-6
SPACE, 4-3, 4-38
SPATH, 5-16
spooled printer queue, 4-2, 4-18
standalone
development system, 1-3
status, 4-42
SUBMIT, 4-39
summary of calls, 5-1
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Superuser, 1-9, 2-2, 3-3
access rights, 4-9
switch
query, 4-15
syntax
command, 4-6
system call, 5-2
SYSTAT, 4-42
system calls
summary, 5-1
syntax, 5-2
usage, 5-2
system files, 3-1, 4-12
SYSTEM.LIB, 5-2
system root
logical, 2-2, 3-1
system routine, 5-2

terminology, 1-3
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username, 1-8, 3-3, 4-30

VERS, 4-45
version

command program, 4-45

volumes, 2-2, 3-1, 4-38

WHO, 4-46

wild card, 4-3, 4-19

workstation, 1-1
Cluster, 1-1, 1-2, 1-6
host, 1-1, 1-3
import, 1-6, 4-4
private, 1-6, 4-4
public, 1-6, 4-4
upgrade kit, 1-3

write-protect attribute, 4-15
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